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WellGate 3232s

CH1 Introduction
WellGate 3232s Telephony Gateway

WellGate 3232s is a 32 ports FXS SIP gateway which includes 1-WAN/1-LAN
(management port) with 10/100 base-T network environment. Field-proven
quality of Voice communication and Fax transmission over IP broadband
access network to makes WellGate 3232s to be an excellent solution for
various VoIP applications.

The core firmware and webpage configuration is consistent with both 4-port
FXS gateway (WellGate 2504) and 24-port FXS gateway (WellGate 2424S). So,
there is not any difficulty to use WellGate 3232s if you are already using
WellGate 2504, 2808 or WellGate 2424S. Besides, if you have established
HTTP provision to manage WellGate 2504, it should be able to manage this
device as well.

1-1 Physical Interface

) Ethernet port (RJ-45, 10/100 base-T)
> 1-WAN port, for connect to router, ADSL modem (ATU-R), or switch
hub directly. Connect to SIP IP network.
> 1-LAN port, connect to computer to configure this gateway.
) Telephony port with RJ45 socket (include 4-pair FXS port each).
Two sockets of RJ-21 Telecom Female connector for telephony port.
Each FXS port are tied in parallel at corresponding RJ45 and RJ21
connector
32 FXS ports to connect to analog phone
Reset button to return Factory Default setting
AC power input with auto range 100 to 240Vac 50/60Hz.
19-inch, 1U rack mount metal case chassis.
Status indicated LED
Indicates Power, Ethernet, Line, SIP and system status

1-2 IP Network connection

IPv4 (RFC 791)/1PV6 (RFC 2460)
IPv6 Auto Configuration (RFC 4862)
MAC Address (IEEE 802.3)
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Static IP

DHCP Client (RFC 2131) at WAN port

PPPoOE at WAN port
DNS Client at WAN

port

TCP/UDP (RFC 793/768)
RTP/RTCP (RFC 1889/1890)
IPV4 ICMP (RFC 792)/1PV6 ICMP (RFC 4443)

TFTP Client

VOIP VLAN Support (802.19/802.1p)
HTTP/HTTPS Server

QoS Support
Support IPV4 only,

1-3 Front Panel

mﬁa ELLTECE

IPV6 only or dual stack mode

: LED Indicators

Figure 1-3-1 front panel of WellGate 3232s

LED Description

Power When AC power cable is connected and power switch is
ON, the LED will light up green.

Status When the gateway is powered ON and is operated
normally, this LED keeps steady ON.

Ready If one of 32 ports FXS isn’t registered successfully to a
Proxy, this LED will Flash.
Flash: At least one of 32 ports FXS doesn’t register

successfully.

ON: All FXS ports are registered successfully.
OFF: Peer to Peer mode or not configure properly.

WAN 10/100 This will light up green when the gateway’s WAN port is

speed, ACT physically connected to the public internet. When data is
transmitted through this port, it will flash green.
The default IP of WAN port is 10.1.1.3.

LAN 10/100 This will light up green when the gateway’s LAN port is

speed, ACT physically connected to a local network. When data is
transmitted through this port, it will flash green.
The default IP of LAN port is 192.168.123.123.

1to 32 The status LED for FXS port 1-32. It will light up when the
connected phone is in busy, or when the connected phone
is engaged in a conversation. It will flash when there is an
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incoming ring to this FXS port.

Connector

Description

Power Switch

This is AC power input switch. When it was turned ON, the
LED will light up green.

WAN

Provide RJ-45 Ethernet 10/100BaseT connection. Connect
SIP IP network to WAN port in operation.

LAN

Provide RJ-45 Ethernet 10/100BaseT connection. Only
provide configuration to this gateway locally via
computer’s IE Web Browser.

Reset

Press this Reset switch and hold on at least 5 seconds will
force this gateway’s configuration resume factory default
setting.

CcCoM

RS-232 DB 9-pin male console cable connection. It is only
used for professional engineer to debug this gateway
according to instructions from  supplier/vendor.
Unauthorized access to this console port may damage and
crash boot code and can’t be resumed normal operation.

1-4 Rear Panel:

Phone cable connection

Figure 1-4 rear panel for

FXS cable connection

Socket Description

1-8, RJ-45 There are 32 FXS 2-wire loop start telephone ports to
connect with analog telephone set. Each RJ-45 socket
consists of four-pair FXS ports. Here are eight sockets of
RJ-45 to support 32 ports FXS.

1-2,RJ-21 Here are two sockets of RJ-21 female telecom connector

Telecom to provide 32 FXS ports. Each RJ-21 socket comprises 16

Connector FXS ports.

AC electric Socket | Electric AC voltage input socket.

Each FXS port number is tied together in parallel with that in RJ-21. That means each
FXS port can be accessed via RJ45 socket or RJ-21 telecom connector.
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Eight lines of each RJ45 socket are separated into four pairs of FXS line sequences.

RJ45 position

RJ45 lines definition

Four-pair FXS line sequences

FXS port number

Pin Signal UTP Colour Analog Line Pair
1 TX+ White Orange Tip 1 1% Pair 1
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 2
4 No Signal Blue Tip 3 37 Pair 3
1 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 2
7 No Signal White Brown Tip 4 4™ Pair 4
8 No Signal Brown Ring 4
1 TX+ White Orange Tip1 1% Pair 5
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 6
4 No Signal Blue Tip 3 37 Pair 7
2 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 6
7 No Signal White Brown Tip 4 4™ Pair 8
8 No Signal Brown Ring 4
1 TX+ White Orange Tipl 1% Pair 9
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 10
4 No Signal Blue Tip 3 37 Pair 1
3 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 10
7 No Signal White Brown Tip 4 4™ Pair 12
8 No Signal Brown Ring 4
1 TX+ White Orange Tip 1 1% Pair 13
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 14
4 No Signal Blue Tip 3 37 Pair 15
4 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 14
7 No Signal White Brown Tip 4 4™ Pair 16
8 No Signal Brown Ring 4
1 TX+ White Orange Tip1 1% Pair 17
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 18
4 No Signal Blue Tip 3 37 Pair 19
5 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 18
7 No Signal White Brown Tip 4 4™ Pair 20
8 No Signal Brown Ring 4
1 TX+ White Orange Tip 1 1% Pair 21
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 22
4 No Signal Blue Tip 3 37 Pair 23
6 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 22
7 No Signal White Brown Tip 4 4™ Pair 24
8 No Signal Brown Ring 4
1 TX+ White Orange Tip 1 1% Pair 25
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 26
4 No Signal Blue Tip 3 37 Pair 27
7 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 26
7 No Signal White Brown Tip 4 4™ Pair 28
8 No Signal Brown Ring 4
1 TX+ White Orange Tip1 15 Pair 29
2 TX- Orange Ring 1
3 RX+ White Green Tip 2 2" Pair 30
4 No Signal Blue Tip 3 37 Pair 31
8 5 No Signal White Blue Ring 3
6 RX- Green Ring 2 2" Pair 30
7 No Signal White Brown Tip4 4™ Pair 32
8 No Signal Brown Ring 4
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If you have RJ-11 phone cable connect to RJ45 Phone socket as above table, you will access 3 pair of
phone cable. For example, if you plug-in RJ-11 cable to position 1 RJ45 socket, you will access to FXS
port 3. If you plug-in RJ11 to position 4 RJ45 socket, you will access to FXS port 15.

ETH

/@12345675 12345678
e/ oy Eight lines of each RJ45
A socket are separated into four-
pair line sequences.

RJ45
PHONE

v m
W

/e L 3 4 1 1 4
o

Zz w

3
B

T

2
G w
N

,\
A\

N
0=
®
©E e

\White Orange(WO)  White Green(WG)  White Blue(WB)  White Brown(WN)

Orange(O) Green{(G) Blue(B) Brown(N}
RJ-21 Position 1 RJ-21 Position 2
PIN Line | FXS port PIN Line FXS port
1 T1 1 1 T1 17
2 R1 2 R1
3 T2 2 3 T2 18
4 R2 4 R2
5 T3 3 5 T3 19
6 R3 6 R3
7 T4 4 7 T4 20
8 R4 8 R4
9 T5 5 9 T5 21
10 R5 10 R5
11 T6 6 11 T6 22
12 R6 12 R6
13 T7 7 13 T7 23
14 R7 14 R7
15 T8 8 15 T8 24
16 R8 16 R8
17 T9 9 17 T9 25
18 R9 18 R9
19 T10 10 19 T10 26
20 R10 20 R10
21 Ti1 11 21 Ti1 27
22 R11 22 R11
23 T4 12 23 T4 28
24 R4 24 R4
25 T1 13 25 T1 29
26 R1 26 R1
27 T2 14 27 T2 30
28 R2 28 R2
29 T3 15 29 T3 31
30 R3 30 R3
31 T4 16 31 T4 32
32 R4 32 R4
33 NA NA 33 NA NA
| NA | NA
50 NA 50 NA
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1-5 QUICK SETUP

Note:

Please use Windows IE 8.0 web browser or above version to
configure FXS gateway webpage setting. Welltech products
don’t support other Web Browser such as FireFox or Google
Chrome to configure. Otherwise, the configuration from
webpage can’t be saved successfully.

Login :

Setpl: Setup the administrative PC’s IP address to be the same as WellGate
3232s and connect the Ethernet cable into LAN port. Start IE8.0 (or later
version) to navigate Wellgate 3232s web management system by typing the
default URL which is http://192.168.123.123 (through LAN port) or
http://10.1.1.3 (through WAN port). The screen will display User Name and
Password (the default user ID is root and user password is root). (See figure
1-5-1 web access)

LAN port provides static IP address. If you want to use computer to configure
this gateway, your Computer need to set up Ethernet interface to static IP and
stay the same IP segment with LAN port. With factory default IP address of
LAN port at 192.168.123.123, please change your computer’s IP address to
192.168.123.100 to access this gateway.

F\l;ldows SECUHY-_ -&r

The server 10.1.1.3 at VoIP Device Management requires a username and
N password.

‘Warning: This server is requesting that your username and password be
[| sentin an insecure manner (basic authentication without a secure
I connection),

| L “JEEI name |
|ﬂ |Pa£:wcrcl |
l

| "] Remember my credentials

Cancel

’ Figure 1-5-1 web access

Step 2: After login, the screen shows the factory default setting at Home page
of WellGate 3232s. (See figure 1-5-2 Network configure-1)

9
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Device Setting |’1‘\ Time Advance User Login Debug Event Notice Provisioning SNMP
VOIP Setting ()
- 1P Support : 1PV4 Only v
VOIP Advance (T
Dialing Plan (&) [ ettt
A 1P Address : 10113
TEL Setting (@)
1 Netmask : 255 255.955.0
STP Trunk (@)
i Default Gateway : 10.1.1.254
Route Plan (T
DNS Serverl : |168.95.1.1 |
Status (L)
E DNS Server2 : [168.192.1.12 |
Maintenance (L)
- VOIP VLAN : O Enable @ pisable
Logout (@) VOIP VLAN ID(2-4094) :
VOIP VLAN Priority @
1P Address : [192.168.123.123 |
Netmask |255.255.255.0 |

DDNS (DynDNS) Setting =

DDNS (DynDNS) = O Enable ® pisable

Figure 1-5-2 Network configure-1

Change Default IP Network:

Step 3: After successfully login to the system, you need to change the
network configuration. Click Device Setting --=> Network to setup the SIP
service network interface at WAN port parameters. Enter the desire IP
address, subnet mask and default gateway or selected to “DHCP” or “PPPoE”.
Apply the change by clicking button as figure (See Figure 1-5-3
Network configure-2).

Hetwnrk Typs | Fixed 0

—
1P Auddbrmss ¢ Jlad
Notmash lsszsszsso |
efaubt Catwway 1
DNS Serverd | |
ONS Sarvard ; ]
VOIP VLAN ¢

VOIF VLAN 10{2-4084)

VIR VLAN Priety ¢

18 Addrens 1 162 108.123.128 |
Netmash 1 285 258 2860 |
DOMS (DynDNE) 1 (L Erabie (%) Dasaila

Apply | Cancel
Figure 1-5-3 Network configure-2

Note: if you change WAN port IP address to DHCP, and do not install DHCP
Server to WAN port, this gateway will restart every 60 seconds periodically.

10
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Change Default Time setting:

Step 4: When login the gateway by using the updated IP address, the next
step is to setup the system time zone. Click Device Setting --> Time to
setup the system. Enter the current SNTP server, time zone and daylight
saving parameters. Apply the change by clicking button. (See figure
1-5-4 Time setting)

Network Advance User Login Debug Lvent Notice Provisioning SNME

Current Time: 2000/01/01 00:24:37

TP Time Server: |168.95.195.12

NI Hefresh Interval{sec): RERI

Time Zone: | M1 ~|
Daylight Saving : Oves  ®ina

Figure 1-5-4 Time setting

Modify SIP Account Parameter:

Step 5: The next step is to add a SIP trunk for VolIP calling. Click (SIP trunk
and new ) to create the required SIP trunk. Enter the trunk ID to 1 and enter
those SIP parameters. Apply the change by clicking button. (See Figure
1-5-5 SIP Trunk).

Note: Please don’t delete sip trunk, even it is not used. Because of Route Plan
feature needs to use SIP Trunk.

Register

m m Total Record: 1 Total Page: 1 Page

Figure 1-5-5 SIP Trunk

Modify FXS SIP Settings: (WellGate 3232s only)

Step 6: Set up the SIP proxy server for FXS calling. For WellGate 3232s, all
FXS ports are using the same SIP proxy setting. If you need to use different
SIP proxy server, please use SIP trunk instead. Click TEL Settings -> SIP
Proxy to set up the dedicated FXS SIP proxy server. (See Figure 1-5-6 SIP
Proxy)

11
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Primary Proxy Server Porl:
Outbound Proxy Server:

Qutbound Proxy Server Porl:
Primary Froxy Server Keep Alive:
Keep Alive Time (sec):

Secondary Froxy:

Secondary Proxy Server:
Secondary Proxy Server Port:
Secondary Outhound Praxy Servee:
Secondary Oulbousd Praxy Seever Por:
Register Expires:

Secondary Proxy Server Keep Alive:

Keep Alive Time (sec):

Figure 1-5-6 SIP Proxy

X5 Line S1P Proxy Caller 10 Uthers
Dosmain : |
Primary Proxy Server: 10002 |

Crensbie @ Dissbie

(CEnable (®) pisable

120

Enable Duable

Apply E Cancel I

Step 7: Setup each FXS line’s parameters by clicking the Line ID (1-32) from
TEL Settings -> FXS Line. Modify the SIP register information and apply it.
(See Figure 1-5-7 FXS Setting and Figure 1-5-8 Line setting.) Factory has

default FXS TEL number setting from 1001 to 1032 which is corresponding to

FXS port 1 to 32.

VOIP Advance (§)

Dialing Plan (8} T

Figure 1-5-7 FXS Setting

1 active
2 actve
3 active
a active
s acowve
s acthve
7 active
5 acowve
B actve
S actve
n active
1z acove
13 actve
1 active
15 active
1. acowve
17 active
. active
1 acowve
ES acthve
S actve
z acowve
ES actve
2 actve
= active
= e
2 actve
= active
= e
E acowve
E actve
ES active

1011
1012
1013

1014

1016

REGEHIRBEEERBEEEEE
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Double click FXS port (Line ID) to enter Modify Line Setting screen.

Moty Line Seting

Wi 10 ¢
ine Type 1 s

i snta ¢ ® e () brnctivn

Forward Baason | Juncordiaeal [oury  [liis Arwer
Femmard TEL

o Asvvess Timecut{iacl:

£ g [Bastie V]

Report Amasmpmae Cal e Wt

Hot Lines Eabde ] Dankle

Mok L L 1

ekt Kevers.sl Corem st - ™

Current eop Ganersticn : - e

T sl G 20 v
Outpust{Dernde) Caime G ~

A Ry ¢

Voitn Madl tasbarrigticn:
Calles 10 Meede +

5P Caller 10 Mixde |
Prisker Type o

T e

Il-ul-vu.-— 001 ]
Figure 1-5-8 Line Setting

Soft Reset WellGate 3232s:

Step 8: After modify basic setting and click Apply button to save change. Itis
necessary to reset WellGate 3232s to enable setting. Click Maintenance ->
Maintenance -> Quick-Reset or Reboot to take effect. Save the changes

by clicking button. (See Figure 1-5-9 Quick-Reset)

Virmware Update

Backup
) Restore {*.ini)
) Restore (*.clig)

Remml o Delaull
® Quick-Reset

Rehant

Figure 1-5-9 Quick-Reset

Check Wellgate 3232s Registered Status:
Step 9: After Quick-Reset or reboot.

Click Status -> SIP Trunk Status to check whether registered or not. (See
Figure 1-5-10 SIP Trunk Status)

13
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Device Status. Ll ST Trunk Status

——— — T —— T —

1000 Mot Register 0
Refresh Interval (second):

Figure 1-5-10 SIP Trunk Status

Click Line status to check whether registered or not. (Figure 1-5-11 Line

Status)
T i Tiunk State
T S O NN
1 037 Rapmared ise
2 103 Fogsiwnd toe
1 038 Rogererni L
+ 106 Regisarnd e
(] 02 Fapreed e
. 00 (] "N
7 1036 Rag s e
' 1008 Fagree ise
L 1008 Raptared Lie
1 1080 [ .
1 1081 Rapiterd e
B oz Fagisernd e
n 083 Ragmersd Y
" 088 Ragimersd Lo
1 1013 Ragternd "
B wze Ragared el
o) w37 Fapared =
m 1028 Raatarad "
» 10m9 g ity
» 1630 Pagicersd R
a 1021 Rapunered s
n a0 Raggacarnd Lie
n 2633 Eaprans '
E e Rapmared ise
n 1001 Fagared toe
£ e Regamered i
o 1683 Ragiewrnd K
a 1002 Fagrnd e
™ a2 Raitared 2
» e Eapread e
n Co Fagired Loe
2 Ll Regtend ide
. e

Figure 1-5-11 Line Status

Through the above settings, the WellGate 3232s should be able to do the
following feature:

1. The user can pick up the handset and hear dial tone. Call out and talk.

2. For VolIP incoming call to a dedicated FXS number, the called phone will ring
and can answer this call to talk.

14
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CH2 Device Settings

From this setting category, all devices related parameters can be found here.

2-1 Network Configuration

> Network

VOIF VLAN 1B{2-9084)

VOIR VLAN Brienty ©

1B Address 1

Netmash @
| DBME (Dynins) Getting «
DOMS (DYnDNS) 1 () Erable @ Disable
Apply | Cancel
Figure 2-1 network setting

Parameter Description:

WAN Setting:
® Network Type: support “Fixed IP”;”"DHCP”;”PPPoE”
IP Address: IP address
Default Gateway: Default gateway
DHCP Tag (option 60): Enter Vendor class identifier
DHCP Tag (option 61): Enter Client identifier
DNS Serverl: Primary DNS Server IP network
DNS Server2: Secondary DNS Server IP network
VolP VLAN: To enable VolIP VLAN. When VolIP VLAN is enabled, the WAN
port can only be accessed via VLAN network. If it is required to
configure/access WellGate 3232s, please use LAN port instead.
® VolIP VLAN ID(2-4096): VLAN ID Used
Note: the default WAN IP address is 10.1.1.3.

LAN Setting:

) IP Address: IP address (please set to 192.168.x.x if your WAN port is
15
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using 10.x.x.x IP segment, it have to use different network segment
between WAN and LAN port).
) Netmask: IP network subnet mask

DDNS (DynDNS) dynamic DNS Setting:

DDNS (DynDNS): enable or disable dynamic DNS feature.
Domain Name: input your Domain Name

User Name: input your user name

Password: input your password

2-2 Device Time Setting

WellGate 3232s support SNTP with time zone and daylight saving.

Device Setting -> Time

~ tetwork [(ETEIN  Advance User Lugin Debug Event Nutice Provisiuning SHMP

: Current Time: 2000/01/01 00:41:35

NTP Tinne Server: 5,195,127

| N1P Refresh Interval{sec): [42200

| Time zame: |GMr v

| Dayhight Saving - 8 ves Na

| Daytioht Bias: [ooa ]

| Daylight Start : Horith : o1 ~] Week Day = | Sun bt

Apply Weele £ T v Hour : [oo |

Standard Start : Mol ; |01 v Week Dy : B

| Apply Weele £ 1 % Hour : [0+

Figure 2-2 Time setting

Parameter Description:

® Current Time: To display current date and time.

® NTP Time Server: SNTP time server IP address.

® NTP Refresh Interval (sec): The frequency to synchronize NTP server
in seconds.

® Time Zone: The time-zone (GMT) Wellgate 3232s is located.
€ Standard: Use a predefined standard time zone
& Customize: Use a user defined time zone

® Daylight Saving: Auto adjusted daylight saving timer or not

® Daylight Bias: The offset added to the Bias when the time zone is in
daylight saving time

® Daylight Start: The date that a time zone enters daylight time
4 Month: 01 to 12
€ Week Day: Sunday to Saturday

16
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€ Apply Week (Day:01 to 05, Specifies the occurrence of day in the
month; 01 = First occurrence of day, 02 = Second occurrence of
day, ...and 05 = Last occurrence of day)

4 Hour: 00 to 23

® Standard Start: The date that a time zone enters daylight time

¢ Month: 01 to 12

€ Week Day: Sunday to Saturday

€ Apply Week (Day:01 to 05, Specifies the occurrence of day in the
month; 01 = First occurrence of day, 02 = Second occurrence of
day, ...and 05 = Last occurrence of day)

4 Hour: 00 to 23

17
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2-3 Device Advance Setting

> Advance

Network Time User Login Dby Event Notice Frovisoning sHME

Figure 2-3 Advance setting

Parameter Description:

® HTTP Service: The Administrator Web service port (the default is 80)
® HTTPS Service: The https web service port (the default is 443)

® Telnet Service: The telnet service port (the default is 23)

® Firewall:

4 Enable: The gateway can be accessed by the ports which are used in
VolIP call only. For example, the SIP signal, SIP port, RTP, HTTP,
HTTPS and Telnet ports.

€ Disable: There are not any restrictions on ports to access this
gateway.

2-4 User Login Setting

Three levels of users can be used, administrator, supervisor, user. Each level of
users have different authorities to access webpage configuration.

>User Login

18
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Metwork Time Ll Usertogn | pebug Lvent Notice sNME

Administrator

User TD: root
Password: '.""
Confiem Password:
Language: gl :
Traditional Chinese

it simple Chinese
Supervisor

User 10z

Password:

Confirm Password:

Langquage:
User

User 1D: .\ISE.'
Password: LTS
Confirm Password: LT

Languiagpes English R

Figure 2-4 user login setting
Parameter Description:

® Administrator: The administrator level user which has full access of
WellGate 3232s.

® Supervisor: The supervisor level user which has limited administrative
access right.

® User: The user access right which only allows to set some user related

features.

User ID: Login User ID

Password: Login Password

Confirm Password: Confirm new password again

Language: The web page language used when the account login.

2-5 Debug Settings

WellGate 3232s provides the real time debug via syslog or through telnet interface. It
generates the debug information based on debug level and modules. Since the
generating debug consumes a lot of system resources, Please turn on this feature only
during debug period and under supplier/distributor engineer’s instruction.

Debug

19
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[ o gt Fewn o Mesa ot

Cery e Famsrpeasy o

Counci far whart e ey Times it b oy T
Syuiag SEArk{YYY /MDD RS

Syuiag Shap{YYTY/HI/E0 RN

Syuiog s,

psbon Prks e

4P Dvineg:

B Cnpliars B

h o i
Figure 2-5 Debug setting

Parameter Description:

) SYSLOG: Enable or disable to send system information to SYSLOGD
server or not.

) Check for start from Any Time: Always Send: Always send syslog or
only during a specified time range.

) Syslog Start (YYYY/MM/DD HH:MM): Always Send: Always send

syslog or only during a specified time range.

Syslog Stop (YYYY/MM/DD HH:MM): The syslog stop sending time.

Syslog Server: Syslog server IP address.

Syslog Port: syslog server service port (default is 514)

DSP Debug: Enable or disable to send DSP information to capture log.

DSP Capture server: Syslog capture server IP address.

DSP Capture port: syslog capture server service port (default is

52000).

2-6 Event Notice

WellGate 3232s will send Syslog Event Notice when it has the following cases:
1. Register failed or re-registered.
2. Ethernet reconnected.
3. System started.

Network Time Advance User Login Debug Provisioning SNMP

Syslog Notice : (O Enable (®) bisable
Syslog Server:

Syslog Port:

Cancel

Figure 2-6 Event notice setting
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® SYSLOG: Enable or disable to send system event to SYSLOG server
or not

® Syslog Server: Syslog server IP address.

® Syslog Port: syslog server service port (default is 514).

2-7 Auto Provision
The Wellgate 3232s can be provisioned by Http Server for mass deployment.

>Provisioning

Metwnri Time Advance User Login Debug Fuent Natice m SNMP

Figure 2-7-1 Provision

Select Http:
This feature is for feature usage only.
Network Time Advance User Login Debug Event Notice SNMP

Provisioning Type: [HrTe M

HTTP Config URL: [http://10.1.1.5/welltech |

Refresh Interval (minute): [14400 |

User ID: [welltech |

Password: [snseenee

Cancel

Figure 2-7-2 Provisioning type of Http

® Http config URL: internal used only.

® Refresh interval(minute): interval to check whether have a new
configuration/firmware or not in minutes.

® User ID: specify the login ID for http authentication.

® Password: specify the password for http authentication.
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2-8 SNMP

Network Time Advance User Login Debug Event Notice Provisioning

SNMP Agent :
SNMP Agent : ®Enable () Disable

Read Only Community Name :
Read Write Community Name :
SNMP Agent Access on WAN: ® Enable () Disable

Trusted Peer :

Type: Any Address
Specify an 1P Address
1P Address : Specify a Subnet

Subnet Mask :

SNMP Trap :
SNMP Trap : ® Enable () Disable

Destination : 192.168.17.30

II

Community : rivate

Figure 2-8 SNMP

SNMP Agent:

® SNMP Agent: Enable SNMP or not.

® Read Only Community Name: The community name to read
through SNMP protocol.

® Read Write Community Name: The community name to read and
write through SNMP protocol.

® SNMP Agent Access on WAN: Enable SNMP to be accessed
through WAN port or not.

Trusted Peer:
® Type:
€ Any Address: Any address can retrieve the SNMP
information.
€ Specify an IP Address: Only the IP address listed can
retrieve the SNMP information. Normally, it will be the SNMP
manger’s IP address.
€ Specify a Subnet: Only the network specified can retrieve
the SNMP information.
® IP address: The IP address for a trusted peer.
® Subnet Mask: The network mask for a trusted peer.

SNMP Trap:
® SNMP Trap: Enable SNMP trap or not.
® Destination: The IP address for SNMP manager to receive the SNMP
trap.
® Community: The communicate name for sending the SNMP trap.
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CHS3 VoIP Setting

3-1 SIP parameters setting

Audio Tone NAT Traversal

Session Timer:

Min SE(sec):

Apply | Cancel

Session Expires(sec):

PRACK: [none v
SIP Local Port: [e0s0 ]
SIP QoS Type: [wone v
Accept Proxy Only: @ ves Ono

(O Enable ®) Disable

Figure 3-1 SIP setting

Parameter Description:

Session Timer: Enable session timer or not (RFC 4028)

Session Expires (sec): This is the setting of initial session timer
expires time according to RFC4028 - Session Timers in the Session
Initiation Protocol.

Min SE (sec): The minimum session timer allowed when receiving a
call with session timer value according to RFC 4028.

PRACK: Enable provisioning ACK or not (RFC 3262).

€ None: Disable PRACK.
€ Supported: When select this mode, 100rel will be added to the

support list. It indicates Wellgate 3232s can support the PRACK but
not mandatory.

€ Require: PRACK is mandatory required.

SIP Local Port: The SIP local service port (default is 8080)

SIP QoS Type: Quality of Service Type for SIP signaling

None: Not using QoS Tag and not enables QoS.

DiffServ: Differentiated Services Value. Input DSCP value 0-63 for
DSCP.

TOS: Type of Service which include IP precedence value and TOS.
Precedence: IP Precedence for TOS tag

TOS: Type of Service

DSCP value: DSCP to be used.

Accept Proxy Only: Only accept the incoming call from the trusted
or registered SIP proxy. Not accept peer to peer call at this mode. In
other words, if you want to configure this gateway at peer to peer
mode, this feature should be selected “NO”.
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3-2 Audio
> R Ton WAT Traerss i
Codec 11 G.711u ]
Codes 3 G.711a -
Codec 3 7294 -
Cadas 41 [N v
| Eodee 50 WA "
Gy Paylasd Sizes 0ms v
| @723 Paylusd Size: S0ms v Bil Rate: sk @
G711 Paylosd Size: Zoms -
C.736 Daylnad Gire: =1 v
| Eodus Priovity: ¥ iceat | O nacusta
| oTmr nelay: RFC 7833/Fall Back 1o Inband |
| Sitence Suppressimn: Erabis % isabie
TP Basic Port: 16384
T v ]

Agply § Cancel

Figure 3-2 Audio setting.

Codec 1 to 5: The preferred codec priority.

G.711u Payload Size: G.711 u-Law payload size.

G.711a Payload Size: G.711 A-law payload size.

G.729 Payload Size: G.729A payload size. It had better to select
G.729 as the first priority voice codec because of its reasonable packet
bandwidth and acceptable voice quality.

G.723.1 Payload Size: G.723.1 payload size. This codec was used
once you are using VSAT as IP communication link and has a long
packet delay time as well as limited bandwidth. Please select 6.3 kbps
with 90ms payload time to have acceptable voice quality via VSAT.

Bit Rate: G.723.1 bit rate used.
4 5.3K bit rate is used
¢ 6.3K bit rate is used

Codec Priority: Selection order to match the remote SDP for codec

selection. Codec 1 has the first priority order to use once a call was

established during codec negotiation period between two end devices.
Local SDP Order: Use local SDP order to match codec.
Remote SDP Order: Use Remote SDP order to match codec

DTMF Relay:
In-Band DTMF: use inband DTMF instead of out of band.
RFC 2833(fall back to SIP-INFO): Use RFC 2833 if the SDP
negotiation could be done. Or use SIP INFO for DTMF relay.

SIP INFO: Use SIP-INFO DTMF relay
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RFC 2833(fall back to Inband): Use RFC 2833 if the SDP
negotiation could be done. Or use inband DTMF transmission.

® Silence Suppression:
Enable: Start the voice activity (silence) detection when detect
silence for 60 seconds.
Disable: Send silence packet as normal voice packet (no silence

detection).

® RTP Basic Port: The RTP starting port. Each channel will be added
additional 10 ports. For example, the RTP basic port is 16384,
therefore call 1 will use 16384 while call 2 will use 16394 and etc.

® RTP QoS Type: IP QoS tag for RTP stream.
DiffServ: The differentiated service QoS tag will be used.
Input DSCP value 0-63 for DSCP.
TOS: Type of Service which include IP precedence value
and TOS.

® Precedence: IP Precedence for TOS tag

® TOS: Type of Service

® DSCP value: DSCP to be used.
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3-3 Tone

The setting page is used to set up the tone to be generated. When FXS port
is in talk mode and received the “bye” signal from IP side, or remote
device dropped call while FXS port analog phone was still in OFF Hook ,
this FXS port will send busy tone to analog phone interface.

NAT Traversal

Country Template | [Ty @

Eracm  cm  |omomcm [ e

[cadence  V[[as0 | [a0_] 13 [z |fwe | [0 ] |LI | [o I [10 |
[cadence V[ [as0 | foz0 ] 3 Jfiz  Jfswe | feeo | fo | fo ] [ ]
Cadence | [3s0 | [0 | [1a iz Jfzse | 250 ] [sa | o | ET
[l ] ] B e Jew] b 1 b 1 b 1 @1
Cadence | [300 | o] [t3 ] [3 ] [s00 ] |o ] |o | [o | [0 ]

|s20 13 i3 Jse0 | [s00 | [0 | e | [ ]
| |

| i3] [ese [10

]

Figure 3-3 Tone setting

Please use Country Template to select the country profile which will be applied.
Click “Use” icon to load those country tone parameters to system and change
if it is necessary. For those countries are not showed in the list, please select
a close country’s tone parameters and modify it to match your country.
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3-4 NAT Traversal

WellGate 3232s supports the following NAT traversal methods.

s1p Audio Tone | NAT Traversal

Disable
STUN (Type 1,2)
STUN (all)
UPNP
Behind NAT

Figure 3-4 NAT Traversal

NAT Traversal :

® NAT Traversal:
4 Disable: Disable NAT traversal features.
4 STUN (Type 1,2): Enable STUN for NAT traversal. Since
STUN can be used only for type 1 and type 2 NAT server, it is
recommended to use this option. When STUN client detect
the used NAT is type 3 NAT, it will stop the STUN feature.
< STUN Server: STUN Server IP address.

4 STUN (AID: No matter which NAT type server are used,
STUN is always to be used for NAT traversal.
< STUN Server: STUN Server IP address.

L 2 UPNP: Enable UPnP client for NAT traversal. Please note that
the IP sharing box need to support UPNP feature.

4 Behind NAT: Use DMZ for NAT traversal.
< IP Sharing Address: public IP sharing address. You
need to specify the port mapping or DMZ for all required
port.
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CH4 VOIP Advance

4-1 SIP

ey

Audio Ring

SIP Hold Type:
SIP Hold Auth:
SIP Compact Form:
Session Refresher;
SIP T1{msec):
SIP T2{msec):

SIP T4{mzec):

SIP-Tnfo Flash Mode:

Send crily v
) ves e

Yes %
UaC W
S00
4000

5000

Tnvite Linger Timer{msec): 32000
General Linger Timer{msec): 32000
Cancel General No Response Timer{mseck: 5000
General Request Timeout Timer(msec): 5000
Cancel Invite Mo Response Thmer{msec): 10000
Provisional Timer(msec): 160000
Farst Hesponse Timner{sec):

MWI Subscript Uapires{sec): 500

Live Congestion Coda: 600

Enable(sgralm18) | Erable{sgnal=bd] ® Duable

Apply | Cancel

Figure 4-1 SIP

Parameter Description:
® SIP Hold Type: SIP on hold message sending method.

Send Only: Set up the SDP media to sendonly when send an
on-hold SIP message.

0.0.0.0: Set up the SDP connection to 0.0.0.0 when send an on-hold
SIP message.

Inactive: Set up the SDP media to inactive when send an on-hold
SIP message.

SIP Hold Auth: enable or disable SIP Hold Auth. When enable this
feature, it should contain authorization message on SIP invite
message at SIP Hold behavior.

SIP Compact Form: Enable SIP compact form or not. When enable
this feature, the connected SIP proxy is required to support compact
form.

Session Refresher: Who will send dialog keep alive message
(re-invite or update).

€ UAC: User Agent Client will do the refresh (default setting).
€ UAS: User Agent Server will do the refresh.

SIP T1 (msec): T1 determines several timers as defined in
RFC3261. For example, when an unreliable transport protocol is used,
a Client Invite transaction retransmits requests at an interval that
start at T1 seconds and doubles after every retransmission. A Client
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General transaction retransmits requests at an interval that starts at
T1 and doubles until it reaches T2. (Default Value: 500ms) **

® SIP T2 (msec): Determines the maximum retransmission interval
as defined in RFC3261. For example, when an unreliable transport
protocol is used, general requests are retransmitted at an interval
which starts at T1 and doubles until reaches T2. If a provisional
response is received, retransmission continue but at an interval of T2.
(Default Value: 4000ms) **

® SIP T4 (msec): T4 represents the amount of time the network
takes to clear message between client and server transactions as
defined in RFC3261. For example, when working with an unreliable
transport protocol, T4 determines the time that UAS waits after
receiving an ACK message and before terminating the transaction.
(Default Value: 5000) **

® Invite Linger Timer: After sending an ACK for an INVITE final
response, a client cannot be sure that the server has received the
ACK message. The client should be able to retransmit the ACK upon
receiving retransmissions of the final response for this timer. This
timer is also used when a 2xx response is sent for an incoming Invite.
In this case, the ACK is not part of the Invite transaction.

® General Linger Timer: After a UAS sends a final response, the UAS
cannot be sure that the client has received the response message.
The UAS should be able to retransmit the response upon receiving
retransmissions of the request based on this timer.

® Cancel General No Response Time (msec): When sending a
CANCEL request on a General transaction, the User Agent waits
cancel General No Response Timer milliseconds before timeout
termination if there is no response for the cancelled
transaction(Default Value: 10000ms).**

® General Request Timeout Timer (msec): After sending a General
request, the User Agent waits for a final response general Request
Timeout Timer milliseconds before timeout termination (in this time
the User Agent retransmits the request every T1,
2*T1,..T2,..milliseconds)**

® Cancel Invite No Response Timer (msec): When sending a
CANCEL request on an Invite request, the User Agent waits this
timer before timeout termination if there is no response for the
cancelled transaction.

® Provisional Timer (msec): The provisionalTimer is set when
receiving a provisional response on an INVITE transaction. The
transaction will stop retransmissions of the INVITE request and will
wait for a final response until the provisionTimer expires. If you set
the provisionTimer to O, no timer is set. The INVITE transaction will
wait indefinitely for the final response.

® First Response Timer (msec): When sending a request out, the
User Agent waits this timer for any response received from UAS. If
timer is expired and no any SIP message is received, the User Agent
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will think the request is failed. The default is 5 seconds.

® MWI Subscript Expires (sec): You can Enable or Disable the MWI

subscribe. The default is 600 sec. If a new voice mail is arrived, the
stutter tone will be used instead of regular dial tone. This feature is
dedicate to FXS only. (the range is 300 ~3600 sec)

® Line Congestion Code: when callee's end system was contacted

successfully but the callee is busy and does not wish to take the call
at this time, the system will response the code, default is 600.

® SIP-Info Flash Mode: when you enable the feature, system will

make flash key to send SIP message by sip-info.
€ Signal=16: send signal 16 on info message.
€ Signal=hf: send signal hf on info message.
€ Disable: disable this function.

4-2 Audio

The setting page includes the device related audio settings.

Audio Ring

RFC 2833 Payload Type: [101 v
DTMF Send On Time(msac): [70 ]
DTMF Send Off Time(msec): [70 |
DTMF Detect Min On Time(msec): [60 ]
DTMF Detect Min Off Time{msec): [s0 |
DTMF Relay Volume: [0dBm v
T.38 Fax Volume: [-12 dBm v|
T.38 Redundant Depth: [2 v|
T.38 ECM: @ enable O isable

Min Jitter Buffer(msec): [s0 |
Max Jitter Buffer(msec): [150 |
Max Echo Tail Length(G.168): [128ms v|
Jitter Opt. Factor: [z V|
Tmpedance: [Global v|

Figure 4-2 Audio setting

RFC 2833 Payload Type: 96 or 101. It is recommended to use 101.

DTMF Send On Time(msec): When generate DTMF, the DTMF on

time will be sent (default value is 70 ms)

DTMF Send Off Time(msec): When generate DTMF, the DTMF off

time will be sent (default value is 70 ms)

DTMF Detect Min on Time (msec): The minimum DTMF on time will

be processed as a regular DTMF event. Smaller than it will be ignored.

The default value is 60ms.

DTMF Detect Min off Time (msec): The minimum DTMF off time for
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the same DTMF value. Smaller than it and the new DTMF digit is the
same as previous one will be handled as 1 digit only.

® DTMF Relay Volume: The DTMF relay volume.

® T.38 Fax Volume: The T.38 fax relay volume.

® T.38 Redundant Depth: The T.38 redundant packet depth. It could O
(no redundant), 1 or 2. It is recommended to set up to 2.

® T.38 ECM: The T.38 error correction mode. Default value is ON.

® Min Jitter Buffer (msec): The minimum delay time of Jitter buffer.

® Max Jitter Buffer (msec): The Maximum delay time of Jitter buffer.
The maximum is “300ms”

® Max Echo Tail Length (G.168): Enable the echo cancellation feature.
The default setting is “128ms”.

® Jitter Opt. Factor: Jitter buffer dynamic factor for optimize. Please
set to 7 unless under Welltech’s instruction to change.

® Impedance: selected analog phone’s impedance.

4-3 Ring

The ring cadence, voltage and frequency for the phone.

Frequency (10~70Hz):

Ring On (0~8000ms): [2000

|
|
Ring Off (0~8000ms): [2000 |
|

Ring Level (10~95volt): [o4

Cancel
Figure 4-3 Ring setting

Frequency (10—~70HZ): Specify the ringing frequency value
(default is 20HZ)

4 Ring on (0—8000ms): Specify the ringing on value (default
is 1000msec)

€ Ring off (0—8000ms): Specify the ringing off value (default
is 2000msec)

€ Ring level (10—95volt): Specify the ringing level (default is

94 volt)
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CH5 Dialing Plan

5-1 General
— Dialing Rule | Digit Manipulation Phone Book
First Digit Time Out(sec): |20 |
Inter Digit Time Out(sec): [s |

End of Digit: [

Retrieve Number: = |

Gancel

Figure 5-1 General setting

® First Digit Time Out: Specify the duration of dial waiting when the
receiver is off hook. The range is 1—-60 sec.

® Inter Digit Time Out: Specify the interval of input digits, if the
interval is over the setting, the system will end the dial and send out
the DTMF. The limitation range is 1~10sec.

® End of Digit: The assigned key will be treated as end of dial.

Retrieve Number: FXS will retrieve transferred line, if FXS port

makes transfer to other devices but the devices no answer or go into

voice mail. You can press the code to get back line. Default is “*#".
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5-2 Dialing Rule

General LISIETETT S Digit Manipulation Phone Book

te 09 10

ord: 1 Total Page: 1 page FII

Figure 5-2 Dialing Rule setting

Dialing rule is used to speed up the dialing procedure. Some user doesn’t like
to use the end of dialing digit such as “#”, the administrator can use dialing
rule instead. The longest prefix will be matched first.

® Dialed Prefix: The prefix to be matched.

® Max Digits: The digits will be received based on the Dialed Prefix.

The following is an example for dialing rule:
Mobile call is started with 09 and it is 10 digits.
Long distance call is started with O and it is 10 digits.
International call is started with 00 and its max digit should be less than 32
The others are local call and 8 digits.
Emergency call is started with 1 and 3 digits.

The Dialing rule can be set up as follows:
Prefix, max digits
09, 10
o, 10
00, 15
1,3

CONOUAWN
0 00w m®O 0
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5-3 Digit Manipulation

The Digit Manipulation will be processed based on prefix and DM group after
the DNIS is determined.

General Dialing Rule ] Phone Book

- Total Record: 0 Total Page: 0

Figure 5-3 Digit Manipulation setting

® DM Group: Different DM group have different case to be used.
€ FXS: This DM group is used for FXS dialing out.
4 VOIP: This DM group is used for VOIP incoming call. After the
DNIS is collected in 2 stage dialing or 1 stage dialing DNIS, this
DM group will be processed before enter the routing procedure.
€ 1-4: These DM groups are used for backup routing purpose.
When a backup routing is used, the administrator can select a
DM group to be processed before start the backup route.
® Matched Prefix: The prefix to be matched for DM. The longest prefix
will be matched first.
® Matched Length: Set to O for ignoring the length. The other 1-32 are
the length to be matched as a condition.
® Start Pos: The start position to be replaced.
® Stop Pos: The stop position to be replaced.
® Replace Value: The value to replace.

Example of Digit Manipulation Settings:

Prefix | Len | Start | Stop | Replace Test DNIS Result DNIS

Pos Pos Value

886 0 0 0 002 8862123456 0028862123456
886 12 0 0 002 8862123456 8862123456
886 0 2 5 002 8862123456 8800223456
886 0 30 30 002 8862123456 8862123456002
886 0 1 6 8862123456 83456

Note: The DM Group 1~4 can have the feature to delay the dialing by added
a “p” into the replace value. It might be useful, if you want to wait for a while
and dial the second part of DTMF for calling out. Each “p” represents 1 seconds
delay. For example: 822265699ppp1234; it will first dial 82265699 and wait
for 3 seconds to dial 1234.
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5-4 Phone Book

Phone Book is used for peer to peer call and P2P/hot line application.

General Dialing Rule | Digit Manipulation Phone Book

Jelho

1001@10.1.1.6:6004

2002@10.1.1.7

ml Total Record: 2 Total Page: 1 Page

Figure 5-4 Phone Book setting

® Name: This field supports called number only. If you enter words or
text here, it will be routed to proxy server automatically.

® Tel No: Enter called number and IP address. Please follow this sample of
picture, as the format of “number@uri:port”. (default port is 5060)

® Export: To backup the phone book records.

® Import: To reload setting of phone book.
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CHG6 TEL Setting

The Tel setting includes each line number and SIP proxy settings.

Lol e s mee | veueem ]

Active

001
1002
1003
1008
1008
Actve 1008
1007
008
1008
1m0
n Actve 011

7 4 12 Artive 1z

S e Active 13

E Active

7 4 3= Active

Figure 6-0 FXS setting

® Line ID: FXS line (TEL 1 to 32).

® State: The line is active or not. Factory default setting is Active.

® TEL No: The telephone number. Factory default setting is 1001 to
1032.

® Hotline TEL: If hot line is set up, this field shows the hot line number.
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6-1 FXS line

Poddy Lina Setting

Lina 105

Line Type 1

Linn State 1

Vv T0L

Call Wasting

Hot Lt

Hiot Lise TEL |

A Bl ¢

Caller 10 Mode 1

Raginter Type |
L e
ey

Uver Bavsmrd:

Farsard Axssan

SIP Calfer 10 Made 1

o Anauees Timscot{sec):

Rsjoct Ancepenous Call: W

Pollarity Reverual Consration :

Cumvent Orap Comarsbien |

gt et Gasia: 4 £

Orstgnat{ Do) Gair: oay ~

Vs sl Susbmespolinan: rabis @ Daakle

Cvplary Harrm: 100
e e Tl -

Figure 6-1 FXS setting

Line ID: FXS Line number (TEL 1 to 32).

Line Type: The line type is FXS.

Line State: Select Active if you would like to use this line. Otherwise,

set to Inactive.

Forward reason:

* Unconditional forward: forward the call all the time.

€ Busy forward: Forward the call when phone is busy.

* No answer forward: forward the call when the call does not
answered after no answer timeout.

€ Forward TEL: The forward telephone number for the selected
reason.

No answer timeout (sec): The no answer timeout will be used

(default is 120 sec).

Call waiting: Enable call waiting or not. When disable call waiting

features, the second incoming call will be rejected.

Reject Anonymous Call: Reject the anonymous incoming call or not

Hot line: Enable to disable hot line feature.

Hot line TEL: The number to be dialed automatically after the user

picks up the phone.

Polarity Reversal generation: Enable Polarity Reversal for FXS as

billing signal or not. When a FXS calls to VOIP and answered by the

VOIP, Wellgate 3232s will generate reversal signal at tip/ring signal of

FXS as a billing start. When VOIP side disconnect first, Wellgate 3232s

will reverse back as a billing stop signal.
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Current Drop generation: Enable loop current drop (drop to O
voltage between tip and ring) when VOIP is disconnected or not.
Input(Encode)Gain: Adjust the volume from FXS to VolIP (default is
0 dB).
Output(Decode)Gain: Adjust the volume from VolIP to FXS (default
is 0 dB)
FAX Relay: Enable T.38 Fax Relay or not.
Voice mail subscription: enable voice mail subscription (MWI) or
not.
Caller 1D mode:

L 4 Inhibit: don’t send caller ID to analog phone.

€ Transparent: send caller ID to analog phone.
SIP caller ID mode:

4 Inhibit: don’t send caller ID to VolP SIP.

€ Transparent: send caller ID to VolP SIP.
Register Type:

€ Register: register to proxy. If it is not registered to SIP proxy,
the FXS line still can use SIP trunk for VOIP call.

€ Predefine: When it is set up to predefine, Wellgate 3232s will
not send register message out.

* Internal: When it is set up to internal, Wellgate 3232s does
not send register message out, the FXS line still can use SIP
trunk for VOIP call or call locally.

TEL No: The registrar telephone number.

User ID: The SIP user ID for register and call making.

User Password: The SIP password for register and call making.
Display Name: The SIP display name.

6-2 SIP Proxy

The SIP proxy server defined here is dedicated used for FXS lines. SIP Server
IP address could be from IP-PBX’s IP address.
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FXS Line Caller ID Others
Domain : |
T e S [10.1.1.2

|

|

Primary Proxy Server Port: [5060 |
Outbound Proxy Server: [ |
|

Outbound Proxy Server Port: [s060

Primary Proxy Server Keep Alive: ®) Enable () Disable

Keep Alive Time (sec): [o |
Secondary Proxy: ® Enable  Disable

Secondary Proxy Server: |

Secondary Proxy Server Port: [5060

|

|

Secondary Outbound Proxy Server: [ |
Secondary Outbound Proxy Server Port: [0 |
|

Register Expires: [120
Secondary Proxy Server Keep Alive: ®) Enable () Disable
Keep Alive Time (sec): |D |

Apply Cancel

Figure 6-2 TEL setting

Domain: The SIP domain for register or call making.

Primary proxy server: Primary SIP registrar server address.
Primary proxy server port: Primary SIP registrar server port
number.

Outbound Proxy server: Primary outbound proxy server address.
Outbound Proxy server port: Primary outbound proxy server port
number.

Primary Proxy server keep Alive: using through NAT and keep the
port.

Keep Alive Time (sec): Specify of times send sip register message to
proxy server.

Secondary Proxy: Enable secondary proxy or not. When enable it,
the primary and secondary proxy will be registered at the same time.
Secondary proxy server: Secondary SIP registrar server address.
Secondary proxy port: Secondary SIP registrar server port number.
Secondary outbound Proxy server: Secondary outbound proxy
server address.

Secondary outbound Proxy server port: Secondary outbound
proxy server port number.

Register Expire: SIP register time to live.

Secondary Proxy server keeps Alive: using through NAT and keep
the port.

Keep Alive Time (sec): Specify of times send sip register message to
proxy server.
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6-3 Caller ID

The caller ID stand for the caller’s ID which was received by analog telephone
set while there is an incoming call to this FXS port. There are several caller ID
modes to send to analog telephone set. Please make sure your analog
telephone set can display with the same caller ID mode with FXS gateway in
order to display Caller ID properly.

| CallerIp |

FXS Line SIP Proxy Others

Caller 10 Mode: OTME vl
Polarity Reverse Belore Caller ID Jves ®ino

Dual Tone Before Caller 10 £
Caller ID Present :

DTMF Caller T0 Start Digit:

DTMF Caller 10 Stop Digit:

Figure 6-3 Caller ID setting

® Caller ID Mode: Caller ID mode to be used for phone (i.e. FSK
Bellcore, FSK ETSI, and DTMF).

® Polarity Reverse before caller ID: start polarity reverse at tip/ring
before sending the caller ID to analog telephone set.

® Dual tone before caller ID: Send DTMF tone before caller ID (for FSK
ETSI use only).

® Caller ID present: The timing to send the caller ID. For instance, it
was sent Before first ring, after first ring, or after first short ring.

® DTMF caller ID start digit: specify the DTMF caller ID start digit
(default is D, the range is A to D and #)

® DTMF caller ID stop digit: specify the DTMF caller ID start digit
(default is C, the range is A to D and #).

6-4 Others

Flash time feature was used to detect Hook Flash signal comes from analog
telephone set. Flash time may be different from different analog telephone set.
This webpage page is to configure an acceptable time range to recognize
effective Hook Flash signal.

On the other hand, the loop current drop feature is to generate an interval
time while the voltage between tip and ring was dropped to 0. This drop time
is frequently used between 300 to 500 msec. This loop current drop feature
was happened when the remote device drop the call and this FXS gateway
receive “Bye” SIP signal to indicate a drop call.
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FX5 Line STP Prosy Caller 10 m

Min Flash Time(80-800msec): (400

Hix Flash Time{80~800msec): 200

Current Drop Time{maec): J00

Figure 6-4 Others setting

® Min flash time(80—~800msec): Specify the value of the flash (low),
If the phone-set’s flash time is shorter than the Flash Low setting, the
flash signal will be ignored.

® MAX flash time (80—800msec): Specify the value of the flash
(high), if the phone-set’s flash time is longer than the Flash high
setting, the flash signal will be handled as hang-up.

® Current Drop Times (msec): Specify the value of the loop current
drop times which was generated by FXS port.
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CHY7 SIP Trunk

The administrator needs to set up the SIP trunk for VolP outgoing call
and incoming call. There are up to 16 SIP trunk can be used for whole
system. One SIP Trunk is to define one telephone number for all 32
ports of WellGate 3232s to register or predefined to SIP Server (or
IP-PBX server).

Once there is an incoming call to WellGate 3232s at that telephone
number, WellGate 3232s will route to proper FXS port to ring according
to VolP Default Route inside Route Plan.

To make a call from one FXS port of WellGate 3232s, Please select one
SIP Trunk number (Primary Route Table) to dial out according to EXS
Default Route inside Route Plan.

m m m Total Record: 1 Total Page: 1 page EIIR

Figure 7-0 SIP Trunk setting

Trunk ID: SIP trunk ID 1 to 16.

Register Type: Register type is Predefined or Register.

TEL No: The Telephone number for the SIP account.

Proxy Server: The SIP proxy server or IP-PBX server.

Proxy Server port: The SIP proxy server or IP-PBX server port.
Outbound Proxy: The SIP outbound proxy server.

Outbound Server Port: The SIP outbound proxy server port.
Export: To backup the SIP Trunk records.

Import: To reload setting of SIP Trunk.
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7-1 Create SIP Trunk

Modity S19 Truak

Trunk 10 =
Register Type | ® Regiater () Pracabios
Domain |
Proxy Server: 10.1.1.2
Prowy Server Port: 5069
Outhound Praxy Server:
Dutbound Praxy Servar Port: 5060
Register Expires:
TEL Ne
Usar 10: 1000
Uner Pasaword:
Display Name:
Reject Ananymaus Call: Yer (% he
Outgaing Caller 103
- Display Hame: SIF Dispiay Mame W
- User 1Dy SIP User ID v
Keep Alive: Enabls @) Disable

Kewp Alive Time (sec):

Proxy Netwark Type: Sieva Cimve

— Apply | Cancel | Back

Figure 7-1 SIP Trunk page

Trunk ID: SIP trunk ID 1-16.
Register Type: Select this type to be Register or Predefine.

€ Register: When it is set to register, Wellgate 3232s will send

REGISTER message to SIP proxy server for registration.

€ Predefine: When it is set to predefine, Wellgate 3232s will NOT
send REGISTER message out but use Predefine to connect with

SIP Server.

® Domain: The SIP domain for register or predefine to make/receive

call.

® Proxy Server: SIP registrar server address for register or predefine to

make/receive call.
Proxy Server Port: SIP registrar server port number.
Outbound Proxy Server: outbound proxy server address.

Register Expires: the default register expires for negotiation.
TEL No: The registrar telephone number for register/predefine.
User ID: The SIP user ID for register and call making.

User Password: The SIP password for register and call making.
Display Name: The SIP display name.

Reject Anonymous Call: Reject the anonymous call.
Outgoing Caller ID: The outgoing SIP caller ID mode.

Outbound Proxy server port: outbound proxy server port number.

€ Display Name: The display name will be set up according to the

following type.
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4 None: No display name will be used.

€ SIP display name: The display name will be the Display Name
in this SIP trunk.

€ SIPuser ID: If the SIP user ID is set, the SIP user ID set in this
SIP trunk will be used and the domain/SIP proxy will be the host
part. The SIP FROM header’s URL will be the following form.
SIP_User_ID@Domain or SIP_User_ID@SIP_Proxy_Server.

® Keep Alive: Enable or Disable it.
® Keep Alive Time (sec): Specify times to send SIP register message
to proxy server.

Note: please don’t delete sip trunk, although it is not used right now, because
it has to use at Route plan command.

CHS8 Route Plan

The core of WellGate 3232s is the routing policy of calls. The policy is
based on incoming call type/target, length and prefix to determinate
the outgoing call process. For VOIP incoming call, it can send to FXS
ports and vice versa.

For FXS interface, it could be routed to VOIP and vice versa. You can ignore the
routing plan if you don’t need it for FXS interface.

TEL 1,2,3.4.5,6,7.6.9,10,11,12.13. 1,22.23.24,25.26,27,28,29.30.31,32

7.8.9,10,11,12,13,14,15,16 (-} FXS

Total Record: 2 Total Pages 1 Page [N

£ o s Defae Route

/' VOIP Default Route 1L.2.3,4.5.

Figure 8-0 Route Plan page

Incoming Call Type: Incoming call type (from VOIP or FXS).
Matched Prefix: matched DNIS (called number) prefix.

Matched Incoming List: matched DNIS incoming interface target.
Matched Length: matched DNIS (called number) length.
Outgoing Type: The outgoing call type (FXS or VOIP).
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8-1 Create Route Plan

Click Route Plan and Click new to create a new routing policy.

Comate Rusule Plan

Incoming Coll Type ¢ |Woe v
| Puatchad st :
Mabchad lncoaming List ¢
[ ——
| Mo Answes Timeout :
I
P
|

| Rosatie List o

| Hunting Eycte « T

M Group ¢ =)
l.nhmumk\w- L Lnative
| utgaing Trpe «
Wunting Type:

| Rsssting List

;Hunllwlnk-
| - | - |
Figure 8-1 Route Plan setting

® Incoming Call Type: Incoming call type.
) VOIP: The incoming SIP call type.
) FXS: The FXS extensions incoming call type.
® Matched Prefix: matched DNIS (called number) prefix.
® Matched Incoming List: matched DNIS incoming interface target.
) For FXS incoming call type, the incoming target will be
the line ID (T1 to T32). Only the call is coming from the
selected line will be accepted for this route.
® Matched Length: matched DNIS (called number) length. For ignoring
the length, please set up to O.
® No Answer Timeout: How long the hunting will continue to next
when the called target doesn’t answer.

Create Route Plan>Primary Route

® Outgoing Type: Outgoing call type (FXS or VOIP)
® Hunting Type: The hunting method will be used for this route.
) Priority Ring: The call will be hunted based on the
routing list order one by one.
) Cyclic Ring: The call will be hunted based on the cyclic
basis. This is the recommended method.
® Routing List:
) The routing target list will be used for this route.
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DM Group: Select DM group 1 to 4 in case it requires a DM (for
example remove the prefix) before to make the call.

Create Route Plan>Backup Route

Backup Route Active: Active the backup route or not.

Outgoing Type: The backup route outgoing call type.

Hunting Type: The hunting method will be used for this route. Please
refer to the Primary Route.

Routing List: The backup routing target list will be used for this route.
Route DM Group: Select DM group 1 to 4 in case the backup required
the DM before to make the call. The DNIS is unchanged by the primary
route DM and same as the DNIS before routing. For example, the DNIS
is 886282265699 and primary DM group remove 886 and use it (DNIS
= 282265699) to make call. When backup route is started, the DNIS is
still unchanged as 886282265699. This makes the DM easy to predict
and implement.

Two special default routes, “VOIP Default Route” and “FXS default Route”,
are used as the default routing when there is not any other routing are
matched. It is not recommended to disable these two default routes. The
FXS default route is used when a FXS outgoing call’s default routing. VOIP
default route is used for a VOIP incoming call’s default routing.

CH9 Status

Wellgate 3232s provides the system status here.

Line Status. SIP Trunk Status

MAC-Address:

MNetwork Type:

1P-Address:

IPVE TP Addrews:

Firmware:

Libwary:

wol2_ape_160411a.b:n

wg32_lib_160406a.lib

Figure 9-0 Status page
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9-1 Device Status

See the figure 9-0 Status page.

Model: The model number, WellGate 3232s.
MAC-Address: The MAC address of Wellgate 3232s.
Network Type: The Network Interface Type Settings.
IP-Address: IP address is using for WAN and LAN ports.
IPV6 IP-address: display IPV6 address.

Firmware: The firmware version and release information.
Library: The Library version and release information.

9-2 Line Status

This page shows each line’s current status.
T Stha T TP Trimk St m

1 ey Hapamernd e
2 1ees Bagmaed 4
1 e ] e
4 1008 ] "
3 102 g meat 1
¢ 1007 Bagmarad o
7 102 Rarprtrel 15
[ 1008 Ragmarnd e
[ o agraed ™
] 11 Rapstered 7
u wu Regrw e
n a2 Ragmarad e
a 141 Bagmarad 1
" ] R L
1 113 Ragmernd i
. 1 Hagrved ™
17 11y Pasternd e
'.5 1eus e e
" w1 Ramared 1
® 130 Bagearad '
n e Rapsternd 7
n ez et e
» 162 Eagmerad s
M 1w Ramiered 7
E} w0 egreed e
= 1604 Rapmaad 1
” 100 Fagoesd 1
» 1 Rt [
™ e Rz .
" e Bagmared 1
n ] Pl e
n ) ] oy

- et |
Figure 9-2 Line Status

Line: Line 1 to 32.

Account: display each line number

Registered: display each line register status.

Call State: The line status for this line.

Refresh Interval (second): The time to refresh the status.

47



‘iIIWELLTEcn’
9-3 SIP Trunk Status

e Tt T

Figure 9-3 SIP Trunk Status

® Account: SIP trunk account.

® Registered: The SIP trunk register status.

® Concurrent Call: The concurrent calls are used for this SIP trunk.
® Refresh Interval (second): The time to refresh the status.

CH10 Maintenance

WellGate 3232s can be managed by this management page for upgrading
firmware or RESET gateway.

M Firmvware: Update
E
i ) Restore (*.cfg)
| ® Reboot
Figure 10-0 Maintenance
® Backup: Backup the system settings for restoring purpose.
® Restore (*.ini): Restoring the backup setting back to Wellgate 3232s.
® Restore (*.cfg): Restoring the automatic provision file back to
Wellgate 3232s.
® Reset to Default: Reset system setting to factory default.

® Quick-Reset: Warm Reset without reboot Wellgate 3232s.
® Reboot: reboot Wellgate 3232s.

10-1 Firmware Update

This maintenance page provides the firmware upgrade features.
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Figure 10-1 firmware update

® Firmware Update: Upgrade the new firmware through web page.

CH11 Logout

Click the Logout item to logout web page.
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Appendix A --- HTTP auto provision

Get the HTTP provision packet from Welltech and start the provision as
follows:
Step 1: build mac list for mass configuration file generation

Please open the “wg3232s MAC.csv gotten from Welltech by using Microsoft
Excel. You can refer to the picture below. Normally, you should get all required
configuration mac list from Welltech and use it for configuration file
generation.

For FXS>

The wg3232s MAC.csv contains most frequently changed parameters as

following:

MACAddress: Wellgate 3232s MAC Address (user can type more MAC
address here).

fxsl.displayname — fxs32.displayname: display name for each line.

fxsl.password — fxs32.password: user password for register to SIP proxy

for each line.

fxsl.telno — fxs32.telno: Tel number for each line.

fxsl.userid — fxs32.userid: User ID for register to SIP proxy for each line.

Please save and close it.

Step 2: create a template configuration file.

Open the “wg3232s Parameter.txt” getting from Welltech and make the
required change. Please at least make the changes for those provision and SIP
proxy settings. For detail, please refer to the comments of “wg3232s
Parameter.txt”.

Step 3: Make the change for wegencfg.ini as follows if necessary
# Template File
BaseFile=.\wg3232s Parameter.txt
# MAC list file
ListFile=\wg3232s MAC.csv
# 0: Off, 1: On
Encrypt=0
Step 4: Generate the individual configuration file.
Double click the “wtgencfg.exe”, it will generate the configuration file for
each MAC list in “MAC address.cfg” as the following pictures.
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# | wigencfg.exe 1.0.0 (RO91006) =RNCE X

Motice :| wtgencfg.exe 1.8.8 (RA?10886> start.

Info :| Read "'.“wtgencfg.ini".

Info :| [Bystem].

Info s Action=A.

Info :| ToCase=0.

Info :| BazeFile=.“wg3232=z Parameter.txt.

Info | ListFile=.“wg3232s MAC.csv.

Info :| HeadTagPref ix=FmtNo=_wtcfg_.

Info | HeadTagSuf fix=ug32.

Info :| Encrypt=6.

Info | Default EncryptHey=reese

Info | Read “'.“wg3232s Parameter.txt" 53483 element{sl.
Info | Read “'.wg3232=z MAC.csu" 2771 element(sl.
Info :| Opened "'.~AB@1a8ff@Baa.cfg”.

Info | v.sBBdlaBffB8aa.cfg" finished 897 recordis>.
Info H

Info :| Opened “.~BP@la8ff@Bab.cfg™.

Info | Y.~BAflaBffA8ab.cfg" finished 897 recordis>.
Info H

Info :| Opened "'.~A@@1a8ff@Bac.cfg”.

Info | Y. ~BAflaBffABac .cfg" finished 897 record<s>.
Info H

Motice :| Total 3 file(s) generated.

Step 5:

Put the “*.cfg” file into http or ftp directory. Set up the provision settings in
Wellgate 3232s and reboot to test it. You can use the hfs for http file server. It
can be downloaded from http://www.rejetto.com/hfs/.

Note: please link it to download provision file. For more information, please
refers to “wg3232s Parameter.txt”.

http://www.welltech.com/support/voip2/SIP%20series/FXS0%20series/32x
Xx/provision/3232s/3232s_Provision.zip
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Appendix B --- SNMP

MIB value: “.1.3.6.1.4.1.18888.1.2.0"

Command: “[bdb —i keyword —a prefix —v values]”, the command include the
[ ] two symbol.

[ a ]is add abbreviation ,[ d ]is delete abbreviation, [ i ] is item abbreviation,
[ v ] is value abbreviation

For example:[bdb —i Param —a ipa —v 10.1.1.3]
[bdb —i DialPlan —d 911 —v 3]

Parameter list and description.

For Network:

item keyword | prefix Values and description
WAN IP Param ipa This IP address(ex:10.1.1.3)
WAN
submask Param ipm This submask (ex:255.255.255.0)
WAN
Default
Gateway Param ipgw This default gateway(ex:10.1.1.254)
DNS 1 Param dnsl DNS server IP
DNS 2 Param dns2 DNS server IP
NTP Server Param ntps NTP server IP
NTP refresh
interval NTP refresh interval time
Param ntpt (1—65535 sec)
Time Zone Param tz -13.5—~13.5 (-13:30—+13:30)
http port number (default :80)
Http Port Param httpp
https port number (default:443)
Https Port Param httpsp 0 is disable.
Telnet port number (default:23)
Telnet Port Param tidp 0 is disable.
Administrator
Login Param ul The Administrator login name
Administrator
Password Param ulp The Administrator password
Administrator 0: English, 1: Traditional Chinese,
Language Prarm ullangid 2: Simple Chinese
Supervisor
Login Param u2 The supervisor login name
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Supervisor

password Param uzp The supervisor password
Supervisor 0: English, 1: Traditional Chinese,
Language Param u2langid 2: Simple Chinese

User login Param u3 The user login name

User

password Param u3p The user password

User 0: English, 1: Traditional Chinese,
Lagnuage Param u3langid 2: Simple Chinese

SIP local Port | Param sipt This device local port number

Rtp port Param rtpb Rtp port number

Example:

1. To change the “Administrator Password” to test.
This command is “[bdb —i Param —a ulp —v test]".
Notice: if changed password, the system has to reboot.

2. Read the Administrator Password value.
This command is “[bdb —i Param —a ulp]”.

For Dial Plan:

General

item keyword | prefix Values and description

First digit First digit time out, unit: second (1-60

time out Param fddt second)

Inter digit

time out Param iddt Inter digit time out, unit: second (1-5
second)

End of Digit | Param eod 0: none, 1:%, 2:#

Example:

1.

To change the first digit time out to 30 seconds.
This command is “[bdb -i Param -a fddt -v 30]”.

2

Read the first digit time out value.
This command is “[bdb -i Param -a fddt]”.

Dialing Rule

item keyword | prefix Values and description

The prefix field must enter dialed
prefix number.
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Dial Rule DialPlan N/A The values field must enter this
number’s total length. (the range is
1~-15).

Example:

1

If the prefix is 911 total length is 3.

This command is “[bdb —i DialPlan —a 911 —v 3]".
2.
If the prefix is 09 total length is 10.

This command is “[bdb —i DialPlan —a 09 —v 10]".

3.
Delete prefix 911 on list.
This command is “[bdb —i DialPlan —d 911 —v 3]".

4.

Read the DialPlan value.

This command is “[bdb —i DialPlan].

Notice: each DialPlan record is using symbol “;” to end.

Digit Manipulation

item keyword | prefix Values and description
Digit DigMan DMGroup,Matched | Start Pos,End Pos,Replace
Manipulation prefix,Matched Value

Length

Each DM Group values.

FXO value is 100

FXS value is 101

VOIP value is 102

DM Group 1 the value is 1
DM Group 2 the value is 2
DM Group 3 the value is 3
DM Group 4 the value is 4

Example:

1.

DM Group is FXS , Matched Prefix is 02 , Matched Length is 10,
Start Pos is 0, Stop Pos is 0, Replace value is empty.
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This command is “[bdb —i DigMan —a 101,02,10 —v 0,0, ]".

2.

DM Group is FXO , Matched Prefix is 822 , Matched Length is 0O,
Start Pos is 0 , Stop Pos is 0, Replace value is 02.

This command is “[bdb —i DigMan —a 100,822,0 —v 0,0,02]".

3.

DM Group is 4 , Matched Prefix is 886 , Matched Length is O,
Start Pos is 0 , Stop Pos is 2, Replace value is 009.

This command is “[bdb —i DigMan —a 4,886,0 —v 0,2,009]".

4.
Delete DM Group 4 on list.

This command is “[bdb —i DigMan —d 4,886,0 —v 0,2,009]".
5.

Read DM values.
This command is “[bdb —i DigMan]”.

Notice: each DM record is using symbol “;” to end.
Phone Book
item keyword | prefix Values and description
The prefix field can enter name or
Phone PhoBook | N/A number.
Book

The values field can enter name or
number or IP URL.

Example:

1.

Name is WellTech , Tel number is 82265699.

This command is “[bdb —i PhoBook —a WellTech —v 82265699]".

2.
Name is 1001 , Tel number is 1001@10.1.1.3:5060

This command is “[bdb —i PhoBook —a 1001 —v 1001@10.1.1.3:5060]".
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3

Delete WellTech on list.

This command is “[bdb —i PhoBook —a WellTech —v 82265699]".

4.
Read

the Phone Book list.

This command is “[bdb —i PhoBook]".
Notice: each Phone Book record is using symbol “;” to end.

FXS Line (Tel Line)

item keyword | prefix Values and description
fxsl Below in accordance with the priority
To arrangement
FXS Line | Line fxs32
Or 0,Forward Reason,Forward Tel,No
Tel Line According Answer Timeout(sec),
that how Call Waiting,Reject Anonymous
many the call,600,Hot Line, Hot Line Tel,
FXS port. Polarity Reversal Generation,
(please refer | Current Drop Generation,
the Line ID, if | Input(Encode) Gain, Output(Decode)
line ID is Gain,Register Type,O,TEL No,User ID,
5,the prefix User Password,Display Name,FAX
is fxsb) Relay,Voice Mail Subscription,
Caller ID Mode,SIP Caller ID
Mode,0,0,0
Each option values description

0000000 00 []

O: it is reserved option, please don’t change this value.

O: it is reserved option, please don’t change this value.

Forward Reason: O is not selected, 1 is unconditional, 2 is busy, 4 is No
Answer, 6 is busy and No Answer.

Forward Tel: the FXS port forward number

No Answer Timeout(sec): this FXS port no answer time (unit: sec)
Call Waiting: 3 is disable, 2 is enable.

Reject Anonymous call: O is disable, 1 is enable.

600: it is reserved option, please don’t change this value.

Hot Line: O is disable, 1 is enable.

Hot Line Tel: Hotline number

Polarity Reversal Generation: 0 is disable, 1 is enable.
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Current Drop Generation: O is disable, 1 is enable.
Input(Encode) Gain: the range is from 22(-10db) to 37(+5 db)
Output(Decode) Gain: the range is from 22(-10db) to 37(+5 db)
Register Type: O is register, 1 is predefine , 2 is internal.

O : it is reserved option, please don’t change this value.

TEL No: this fxs port phone number.

User ID: this fxs port registers account.

User Password: this fxs port authentication password.

Display Name: this fxs port display name.

FAX Relay: 0 is disable, 1 is bypass, 2 is T38.

Voice Mail Subscription: O is disable, 1 is enable.

Caller ID Mode: 0 is inhibit, 1 is Transparent

SIP Caller ID Mode: 0 is inhibit, 1 is Transparent

O: it is reserved option, please don’t change this value.

O: it is reserved option, please don’t change this value.

O: it is reserved option, please don’t change this value.

0000000060000 00

Example:

1.

Set the tel no/ user id/ user password/ display nema to
101/101/welltech/Eddie and hot line number to **999 for fxs port 5.

This command is

“[bdb —i Line —a fxs5 —v
0,0,,120,3,0,600,1,**999,0,0,32,32,0,0,101,101,welltech,Eddie,2,0,1,1,0,0
,0]”

2.
Set the busy and no answer forward to 201 for fxs port 5.

This command is

“[bdb —i Line —a fxs5 —v
0,6,201,120,3,0,600,1,**999,0,0,32,32,0,0,101,101,welltech,Eddie,2,0,1,1
,0,0,01”

Notice: please input completely command line, there should have 25
commas(,) totally. If lost anyone commas, this page will be cleaned to empty
or O for all values.

3.

Read each line values
This command is “[bdb —i Line —a fxs1]”
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SIP Proxy (FXS use only)

item keyword | prefix | Values and description
Below in accordance with the priority
arrangement.

SIP Proxy | Line px

Domain, Primary Proxy Server,

Primary Proxy Server Port, Outbound Proxy
Server, Outbound Proxy Server Port,
Secondary Proxy Server, Secondary Proxy
Server Port, Secondary Outbound Proxy
Server, Secondary Outbound Proxy Server
Port, Register Expires, Secondary Proxy,
Primary Proxy Server Keep Alive,

Keep Alive Time (sec), Secondary Proxy
Server Keep Alive, Keep Alive Time (sec), 0

Each option values description

® G0 G600 O 6 G000 900

Domain: this proxy domain name

Primary Proxy Server: this primary proxy server IP address
Primary Proxy Server Port: this primary proxy server port number
Outbound Proxy Server: this outbound proxy server

Outbound Proxy Server Port: this outbound proxy server port number
Secondary Proxy Server: this secondary proxy server IP address
Secondary Proxy Server Port: this secondary proxy server port
number.

Secondary Outbound Proxy Server: this secondary outbound proxy
server IP address

Secondary Outbound Proxy Server Port: this secondary outbound
proxy server port number.

Register Expires: register expires time

Secondary Proxy: O is disable , 1 is enable.

Primary Proxy Server Keep Alive: O is disable , 1 is enable.

Keep Alive Time (sec): keep alive time for primary proxy server(the
range is 30 to 300 sec)

Secondary Proxy Server Keep Alive: 0 is disable, 1 is enable.
Keep Alive Time (sec): keep alive time for secondary proxy server.
(the range is 30 to 300 sec)

O: it is reserved option, please don’t change this value.

Example:

1.

Set the domain name to welltech.com and primary proxy to
192.168.18.247, primary proxy port to 8888,outbound proxy to
192.168.18.247, outbound proxy port to 8888.
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This command is

“[bdb -i Line -a px -v
welltech.com,192.168.18.247,8888,192.168.18.247,8888,,0,,0,120,0,
0,0,0,0,07”

Notice: please input completely command line, there should have 15
commas(,).

2.
Read Sip Proxy values
This command is [bdb -i Line -a px]

SIP Trunk
item keyword | prefix Values and description
Below in accordance with the priority
SIP Trunk | SipTrunk 1-16 arrangement
According | Trunk ID, Register Type, 0, Domain,
the sip Proxy Server, Proxy Server Port,
trunk ID Outbound Proxy Server,
Outbound Proxy Server Port,
Register Expires, TEL No, User ID,
User Password, Display Name,
Reject Anonymous Call, Display Name,
User ID, For DNIS is Register TEL,
Keep Alive, Keep Alive Time (sec), O
Each option values description

I A X XX XX IR X X XXX XX JN

Trunk ID: this Trunk ID number from 1 to 16.

Register Type: O is register , 1 is predefine

O: it is reserved option, please don’t change this value.

Domain: this proxy domain name

Proxy Server: this proxy server IP address

Proxy Server Port: this proxy server port number.

Outbound Proxy Server: this outbound proxy server IP address
Outbound Proxy Server Port: this outbound proxy server port
number.

Register Expires: the register expires time.

TEL No: the sip trunk line number.

User ID: this sip trunk register account

User Password: this sip trunk authentication password

Display Name: this sip trunk display name

Reject Anonymous Call: O is disable , 1 is enable.

Display Name: 0 is none, 1 is PSTN Caller ID, 2 is SIP User ID, 3 is FXO
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Tel No.

4 User ID: Ois SIP User ID, 1 is PSTN Caller ID, 2 is FXO Tel No

4 For DNIS is Register TEL: 0 is 1 stage dialing, 1 is 2 stage dialing
4 Keep Alive: 0 is disable, 1 is enable.

€ Keep Alive Time (sec): keep alive time (the range is 30 to 300 sec)
€ O: itis reserved option, please don’t change this value.

Expamle:

1.

Create a sip trunk.

Trunk ID 3, trunk number 0700123456, trunk account test, trunk password
test123, trunk display name welltech.

Proxy server domain name welltechtech.com, proxy ip 192.168.18.247,
Proxy port 8888, outbound proxy ip 192.168.22.247, outbound proxy port
8890, expire time 60.

This command is

“[bdb -i SipTrunk -a 3 -v
3,0,0,welltechtest.com,192.168.18.247,8888,192.168.22.247,8890,60,070
0123456,test,test123,welltech,1,1,0,1,0,0,0]”

Notice: please input completely command line, there should have 19
commas(,)-

2.
Read the SIP Trunk values
This command is [bdb -i SipTrunk]

Notice: each SIP Trunk record is using symbol “;” to end.

Status

item keyword | prefix Values and description

Line line0 N/A It can read line type and status.

Status ~
Line31

SIP Trunk | trunkO

Status ~ N/A It can read sip trunk strtus.
trunk15

Expamle:

Reading line 1 and sip trunk 1 status

This command is:
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[bdb —s lineO] ----- to read line 1 status

[bdb —s trunkO] ----- to read sip trunk 1 status
Reboot

item keyword | prefix Values and description
Reboot Reboot N/A N/7A

This command is “[reboot]”

61




	CH1 Introduction
	1-1 Physical Interface
	1-2 IP Network connection
	1-3 Front Panel: LED Indicators
	1-4 Rear Panel: Phone cable connection
	1-5 QUICK SETUP
	CH2 Device Settings
	2-1 Network Configuration
	2-2 Device Time Setting
	2-3 Device Advance Setting
	2-4 User Login Setting
	2-5 Debug Settings
	2-6 Event Notice
	2-7 Auto Provision
	2-8 SNMP
	CH3 VoIP Setting
	3-1 SIP parameters setting
	3-2 Audio
	3-3 Tone
	3-4 NAT Traversal
	CH4 VOIP Advance
	4-1 SIP
	4-2 Audio
	4-3 Ring
	CH5 Dialing Plan
	5-1 General
	5-2 Dialing Rule
	5-3 Digit Manipulation
	5-4 Phone Book
	CH6 TEL Setting
	6-1 FXS line
	6-2 SIP Proxy
	6-3 Caller ID
	6-4 Others
	CH7 SIP Trunk
	7-1 Create SIP Trunk
	CH8 Route Plan
	8-1 Create Route Plan
	CH9 Status
	9-1 Device Status
	9-2 Line Status
	9-3 SIP Trunk Status
	CH10 Maintenance
	10-1 Firmware Update
	CH11 Logout
	Appendix A --- HTTP auto provision
	Appendix B --- SNMP

